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Reverse Proxy (NGINX)

Ein Reverse Proxy dient dazu einkommende Anfragen zu verwalten und diese an weitere
Applikationen weiter zu leiten. Diese Anfragen folgen meist dem HTTP- bzw. HTTPS-Protokoll, aber
sind nicht auf diese beschrankt. Im Allgemeinen wird zwischen 2 verschiedenen Reverse Proxy Arten
unterschieden. Zum einen dem Protection Reverse Proxy und zum anderen dem Integration Reverse
Proxy. Ein Protection Reverse Proxy ermdglicht es Anfragen gezielt zu filtern und nur gewunschte
Anfragen durchzulassen. Ein Integration Reverse Proxy ermdglicht es Anfragen auf viele
unterschiedliche Systeme zu verteilen. Im Folgenden wird nur der Intergration Reverse Proxy weiter
beachtet, da ein Protection Reverse Proxy nicht zu Einsatz kam. (Sommerlad, 2003)
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